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SERVICE LEVELS ARE 

ubiquitous in the ICT industry. 

However, many service levels 

are riddled with problems that 

can be landmines in the path of 

a successful customer-supplier 

relationship. The last thing you 

want is defi cient service levels 

for your SaaS (Software as a 

Service) or hosted solution, 

which could land you in disputes 

or require additional dollars to 

get the service you thought you 

were entitled to.

Set out below are six service-

level blunders to be avoided at 

the outset.

Failure to target 
business outcomes
A long history of technology-

orientated SLAs means some-

times the service levels capture 

measures that aren’t meaningful 

to the business users. There’s 

too much focus on technology 

inputs (such as server availabil-

ity) and not enough on deliver-

ing results targeting the business 

outcomes that matter to the 

business (such as the availability, 

accessibility and responsiveness 

of the overall solution, or the 

speed at which transactions are 

processed). Fail to target these 

outcomes and you risk ending 

up with the situation of the serv-

ice provider achieving 100 per 

cent on the service levels, but 

abysmal results on the customer 

satisfaction survey.  

Ignoring the fi ve key
questions
Issues of who, what, where, when 

and how need to be addressed for 

each service level. Forget to work 

through this sort of detail and you 

may be signing off on a level of 

ambiguity that could come back to 

bite you. For example: 

■ What does “availability” actually 

mean? What if the application is 

still working (i.e. available), but the 

performance is severely degraded; 

should that be considered avail-

able?

■   Where is availability measured? 

At the service provider’s datacen-

tre, at the end-user’s terminal or 

somewhere in between? The differ-

ence is usually signifi cant. 

■ When will the metric be meas-

ured, who will measure it and 

how? These questions need to be 

addressed to ensure the service 

level will actually work in practice 

and can’t be gamed by the serv-

ice provider.  

Averages that camoufl age 
Averages can be misleading. For 

example, if the service provider has 

committed to fi xing faults within an 

average of four hours per fault, is it 

acceptable that they fi x nine faults 

in one hour, and the tenth fault in 

31 hours?  Consider setting some 

upper and/or lower limits when 

averages are used. For this you 

might want to state that “faults will 

be fi xed in an average of four hours 

and, in any case, within 10 hours”.

A measurement period 
that’s too tolerant
A long measurement period may 

unduly favour the service provider. 

For example, with an availability 

metric of 99 per cent, the differ-

ence between a measurement 

period of a month and a year is 

permitted “downtime” of around 

seven hours compared with about 

three-and-a-half days. If you opt 

for an annual measure the service 

provider may be able to stuff up 

service in January, but make up for 

it in February and March. Is that 

intended?

Half-baked percentages 
Are the percentage measures 

complete? If a service provider 

has committed to resolving 80 

per cent of critical faults within 

four hours, what’s the commit-

ment to the remaining 20 per 

cent? Consider using a two-step 

service level in these situations; 

for example, 80 per cent of critical 

faults resolved within four hours 

and 100 per cent of critical faults 

resolved within 12 hours.

When best endeavours are 
not good enough
A service provider may insist the 

service levels are targets only, and 

it only needs to use reasonable or 

best endeavours to achieve them. 

The problem with this approach is 

it is unclear what exercising reason-

able or best endeavours will mean 

in practice. In particular, there’s no 

certainty as to when “enough is 

enough” and the service provider 

has breached the service level. 

This makes managing perform-

ance diffi cult. If you have to live 

with a best-endeavours approach, 

consider inserting some minimum 

performance levels making it 

clear when the service provider 

will be in “material breach” of the 

agreement (giving rise to various 

remedies, such as termination). 

Time invested at the outset in 

avoiding these sorts of blunders 

helps create a robust foundation 

for the relationship and can prevent 

unexpected costs and disputes. ■   

Service-level blunders
Many service levels are riddled with problems that can be landmines in the path 
of a successful customer-supplier relationship.
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